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ABSTRACT
Online advertising represents a main instrument for publishers to
fund content on the World Wide Web. Unfortunately, a significant
number of online advertisements often accommodates potentially
malicious content, such as cryptojacking hidden in web banners
– even on reputable websites. In order to protect Internet users
from such online threats, the thorough detection of ad-malware
campaigns plays a crucial role for a safe Web. Today, common
Internet services like VirusTotal can label suspicious content based
on feedback from contributors and from the entire Web community.
However, it is open to which extent ad-malware is actually taken
into account and whether the results of these services are consistent.

In this pre-study, we evaluate who defines ad-malware on the
Internet. In a first step, we crawl a vast set of websites and fetch
all HTTP requests (particularly to online advertisements) within
these websites. Then we query these requests both against popular
filtered DNS providers and VirusTotal. The idea is to validate, how
much content is labeled as a potential threat.

The results show that up to 0.47% of the domains found during
crawling are labeled as suspicious by DNS providers and up to 8.8%
by VirusTotal. Moreover, only about 0.7% to 3.2% of these domains
are categorized as ad-malware. The overall responses from the used
Internet services paint a divergent picture: All considered services
have different understandings to the definition of suspicious con-
tent. Thus, we outline potential research efforts to the automated
detection of ad-malware. We further bring up the open question of
a common definition of ad-malware to the Web community.

CCS CONCEPTS
• Information systems→Web mining.
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1 INTRODUCTION
Online advertising is a main instrument for publishers to fund
content for their websites. While most advertising is harmless,
malvertising represents a growing threat [8, 9]. This includes cryp-
tojacking, phishing attacks, drive-by-downloads, and other doubtful
content. Malicious actors proceed with a high level of expertise
and are thus be able to circumvent security mechanisms on the
part of the advertising industry [7, 9]. Note that ad-malware is
clearly harmful to Internet users and must not be confused with
other advertisements (e.g. trackers) that may raise other concerns
(e.g. privacy [4]). For website publishers it means a challenging
task [18] to secure their websites, as they usually do not have full

control of the advertisements: The interaction of numerous sys-
tems leads to the actual advertisement impression chosen from a
real-time bidding system of the advertising network [17].

Some studies suggest that the online advertising ecosystem is
broken from a security and privacy perspective [1]. Thus, the thor-
ough detection of ad-malware campaigns plays a crucial role of the
future security, safety, and ultimately health of the Web.[8] The
user’s options for protection are limited. On the one hand, the use
of ad blocking technologies can prohibit the display of any online
advertising and thus malvertising. On the other hand, it is possi-
ble to use Threat Intelligence (TI) services, such as filtered DNS
providers, Google-Safe-Browsing or crowd-based approaches like
VirusTotal (VT). Users can enroll to such services based on their
requirements. However, when using these services, the justification
whether some content is identified as malicious is not transparently
discernible to users. Furthermore, it is open to which extent espe-
cially ad-malware is actually taken into account and whether the
results differ among these services.

In this short paper we conduct a pre-study on who defines ad-
malware on common Internet services. We select a vast set of URLs
from the Tranco list [13] representing popular websites of the In-
ternet. Then, we apply Katti [10] on the set of URLs to crawl and
fetch all data transferred on the application layer. This includes
in particular all HTTP requests included in the websites (partic-
ularly such that display online advertisements). Then, we query
all domains extracted from these requests against three filtered
DNS endpoints [2, 3, 14]. We further query all domains against the
threat intelligence service VT [16]. All services return information,
whether a domain is labeled as a potential threat. In a final step, we
compare the results coming from these services.

The overall responses from the used Internet services paint a
divergent picture: All considered services have different under-
standings to the definition of suspicious content. We thus conclude
with a open question for the Web community, namely: “What could
be a common definition of ad-malware?”

The next section presents our current approach to ad-malware
detection. In Section 2 we perform a brief evaluation using two
different sources (i.e. filtered DNS providers and VT) of threat in-
telligence. This includes a discussion of the results obtained from
our evaluation. We provide related work in Section 4 and outline
future work in Section 5.

2 APPROACH
In our approach, we extend our tool Katti [10] for the detection of
ad-malware, which is visualized in Figure 1. In a first step, we take a
list of websites (e.g. the Tranco list [13]) and choose a web browser
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(e.g. Chrome) to crawl all URLs of the list. Note that Katti em-
ploys real web browsers for crawling websites, which allows us to
utilize more browsers such as Firefox (or even TOR) to consider
cloaking [6]. A person-in-the-middle HTTP proxy records all traf-
fic passing through the application layer and stores it in the data
storage. We save all URLs visited in the crawling process, especially
the HTTP requests called within websites, that is, URLs to online
advertisements.

In a second step, our Threat Intel Broker takes all HTTP requests
found in the data storage and performs queries against multiple
TI services. In this pre-study we confine the approach on public,
filtered DNS providers and VT [16]. DNS servers translate domain
names into IP addresses and are further able to block malicious do-
mains. VT is an established service for TI within the cybersecurity
community and is often used for data labeling or system evaluation.
It maintains a vast dataset of potentially suspicious content based
on feedback from multiple contributors [16]. The results delivered
from these services are stored in our Threat Intel Repository. More
precisely, for each HTTP request from our crawling process, our
approach stores knowledge especially whether the corresponding
data item is potentially benign or malicious. Note that some ser-
vices may return no result (or “don’t know”), which we discuss in
Section 3.

In a third step, our Ad-Malware Detector takes as input the TI
repository and an Ad Repository. The detector is responsible for
deciding whether an HTTP request is related to online advertising.
This allows us to filter out all online advertisements among the
content within the TI repository (which may also contain non
ad-related content). By combining these two information sources
from TI services and from ad repositories, our approach is able to
identify ad-malware. In this pre-study, we leave our approach fully
automated. However, in a future work, deepmanual inspection in AI
augmentation seems a promising line of research and is adaptable
in Katti . Finally, the detector returns a verdict for each analyzed
HTTP request, that is, online advertisement.

3 EVALUATION AND DISCUSSION
This section provides a brief evaluation of research question to our
approach. For this purpose, we validated a total of 1,206,803 domains
with the help of different DNS providers and VT. The domains
originate from crawls of websites that have already been carried
out. We have deliberately used domains of the Tranco list [13] and
domains from past crawls [10], which are possibly associated with
the display of online advertising. The crawls were carried out at
the end of 2023 and were generally based on the Tranco 1 million
list.

RQ1:Howmany domains are blocked fromDNSproviders?
In this research question, we query all domains extracted from
HTTP requests in our data storage against the DNS endpoints of
Cisco [2], Quad9 [14], and Cloudflare[3]. All three services offer so-
called filtered endpoints. When DNS requests are sent to the filtered
endpoints, the response indicates whether the domain is blocked.
Katti utilizes and instruments the tool dig for all DNS handling,
and all queries of our evaluation are performed in a narrow time
window from 17/12/2023 to 18/12/2023. This ensures the compa-
rability of the results, as DNS zones (e.g. A records) may change

Figure 1: Overview of our current approach to ad-malware
detection.
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frequently. Note that we do not consider DNS providers that block
all online advertisements (ad blockers) as we aim to find malicious
ad impressions among all (potentially benign) advertisements. To
the best of our knowledge, we are not aware of any previous work
that explicitly uses DNS providers for labeling HTTP resources.

Our naive assumption for RQ1 is that all providers label (i.e. block)
most of the same domains as malicious resulting in a significant
intersection. Figure 2 shows the results of our analysis.

The results show that Quad9 labels 3,395 domains (i.e. 0.28%) as
malicious, Cisco labels only 472 domains (i.e. 0.03%) as malicious
and Cloudflare labels 2,229 domains (i.e. 0.18%) as malicious. 5,784
domains (i.e. 0.47%) are labeled as malicious by at least one DNS
provider. Quad9 and Cloudflare have the highest correlation with
230 domains. With only 28 domains, Quad9 and Cisco have the
lowest correlation. Interestingly, only 7 domains from more than
1.2 millions domains are blocked from all DNS servers. Hence,
our above-mentioned assumption is not confirmed, such that DNS
providers do actually have different understandings which kind of
domains are labeled as malicious.
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Figure 2: Blocked domains from different DNS providers.
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RQ2: How many of the blocked domains are ad-malware?
In this research question, we take the set of blocked domains from
our RQ1 and assess, how many domains represent online adver-
tisements, and thus, potentially ad-malware. To decide whether a
domain is associated with advertising, we checked it against multi-
ple advertising filter lists from the Pi-hole project [12]. If a domain
has a positive match on one of the filter lists and is blocked by a DNS
provider, we assume that the domain is connected to ad-malware.
Here, our naive assumption is that we obtain a decent number of
ad-malware domains, since ad-malware may be a significant num-
ber among all malicious domains (e.g. phishing domains). Figure 3
shows the results of our analysis.
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Figure 3: Blocked domains by DNS provider filtered by online
advertisements.

The results show that the set of blocked domains from Cloud-
flare contains most ad-malware domains (i.e. 3.23%), whereas Cisco
considers only 1.48% of the domains. Hence, our above-mentioned
assumption is also not confirmed as the number of ad-malware
domains is significantly low. We will discuss both results in the
next section.

Discussion of RQ1 and RQ2
In RQ1 we learned that the results are divergent. We assume that
DNS providers may have different understandings and policies
which domains should be labeled as malicious. However, informa-
tion on blocking criteria is largely intransparent to users. Since
DNS represents a fundamental Internet protocol and service, DNS
providers certainly act carefully with blocking of domains to pre-
vent overblocking, and thus, access to websites. Furthermore, most
DNS providers certainly do not want to be liable for censorship.

In RQ2 we further observed that only a very small fraction of
blocked domains are related to ad-malware. As mentioned above,
DNS providers may act carefully when blocking domains. In the

context of online advertisements, this scenario becomes more real-
istic in the following example:

https://ads.example.com/?display=benign
https://ads.example.com/?display=malicious

Assume the server ads.example.org displays both benign and po-
tentially malicious ads. Blocking the entire domain ads.example.org
leads in also blocking all ads from this server. Thus, a deeper analy-
sis, which takes into account the entire query string is needed and
must be addressed in a future work.

RQ3: How many domains are blocked from VT?
In this research question, we query all domains found1 in our crawl-
ing efforts against VT. More precisely, we used the corresponding
data enrichment endpoint2 to check the individual domains. The
result for each domain is a so-called report [16]. A report shows,
among other things, how many VT partners have categorized the
domain as:

(1) harmless: Partner thinks the domain is harmless.
(2) undetected: Partner has no opinion about this domain.
(3) suspicious: Partner thinks the domain is suspicious.
(4) malicious: Partner thinks the domain is malicious.

We aggregated the results for “suspicious” and “malicious” since
we are interested in a potential threat to the users. Overall, the
number of domains where at least one partner flags the domain
as a potential threat is 8.8%. In addition, similar to RQ2, we are
interested in the share of online advertisements from these potential
threats. Only 0.71% from the potential threats are identified as
advertisements.

RQ4: How consistent are the results from VT partners?
VT works with a variety of different contributors (e.g. “Google
Safebrowsing”, “Fortinet”, “Avira”, . . . ) to provide a differentiated
opinion if a certain domain is a potential threat. Similar to the
second part of RQ1, we are interested if the opinions of the different
partners vary, which is visualized in Figure 4. For all domains, it
is shown how many (given in %) partners evaluated the domain
as a potential threat. For 141 domains, all partners agreed that
the domain is a potential threat (either malicious or suspicious).
For 975,338 (1,070,000-94,662) domains, all partners agreed that
the domain is harmless. Inbetween, for overall 94,521 (94,662-141)
domains, the opinion differs. However, as Figure 4 reveals, the
disagreement is skewed and not uniformly distributed. There are
many domains where the majority of partners > 80% label the
domain as harmless while certain partners see a potential threat.

Discussion of RQ3 and RQ4
Compared to the DNS providers, VT flags significantly more do-
mains as a potential threat to users (0.47% vs. 8.8%). In addition,
there exists varying opinions among the different VT partners what
is considered harmless and a potential threat to users. Additional
research can evaluate dependencies among the different partners,
for example, if certain partners differ significantly from others.

1VT did not provide any reports for a number of 37,141 domains, meaning that these
domains were unknown to VT at the time of the scan. We assume that the proportion
of 3% of the domains analyzed has no influence on our evaluation.
2https://docs.virustotal.com/reference/domain-info
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Figure 4: Opinion of different VT partners if a certain domain
is considered harmless or a potential threat (malicious and
suspicious).
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4 RELATEDWORK
The challenge of interpretation and divergence of results when
using TI services is a well-known issue. VT is increasingly in the
spotlight due to its role within the research community. Peng et
al. [11] shows that VT scanners have similar inconsistencies in
categorizing URLs as malicious and benign. The authors also show
that some VT scanners are more correct than others, which requires
a strategy for labeling such URLs that does not treat all scanners
equally.

Salem et al. [15] presentedMaat, an approach designed to address
the inconsistency in VT’s scan reports. Maat is a systematic method
for generating ML-based labeling strategies based on the current
scan results provided by VT. Furthermore, a critical review of VT
and its use within research per se takes place. [15]

Hurier et al. [5] also looks at the labeling of the various VT
partners. However, their focus was on files. Nevertheless, a lack of
consistency in labels was observed for the same file.

5 CONCLUSION AND FUTUREWORK
When detecting ad-malware, it is important to have scalable and
meaningful detectionmechanisms formaliciousweb resources. This
is why TI services such as VT are essential for the evaluation of
web resources such as domains. They make it easy to participate in
the knowledge of leading cybersecurity services. The results of our
pre-study have shown that we need to develop approaches for the
interpretation and evaluation of the results of such TI services for
future work. One promising approach isMaat from Salem et al. [15].
The use of filtered DNS endpoints is a comparatively simple pro-
tective measure for Internet users. Usually, only the DNS resolver
in the home internet router needs to be changed. Our results have
shown that the DNS providers have a high degree of divergence
in their results. A study is planned to examine the effectiveness
of such DNS servers in checking malicious domains (e.g. phishing
domains or malware domains). An elementary part of ad-malware
detection is to identify web resources that were involved in the
delivery of ad impressions. In the future, it is planned to use a more
sophisticated approach for this. One possibility is, for example, the

instrumentation of the adblock engine of the Brave browser3. In
general, the varying options of TI services and DNS providers show
the need for a more general and transparent definition what is
considered as malicious in the World Wide Web.

REFERENCES
[1] Mark Yep-Kui Chua, George O. M. Yee, Yuan Xiang Gu, and Chung-Horng Lung.

2020. Threats to Online Advertising and Countermeasures: A Technical Survey.
Digital Threats 1, 2, Article 11 (May 2020), 27 pages.

[2] Cisco. 2024. Umbrella DNS User Guide. Retrieved January 1, 2024 from https:
//docs.umbrella.com/deployment-umbrella/docs/set-up-dns-security

[3] Cloudflare. 2024. 1.1.1.1 DNS resolver. Retrieved January 1, 2024 from https:
//developers.cloudflare.com/1.1.1.1/setup/

[4] Steven Englehardt andArvind Narayanan. 2016. Online Tracking: A 1-million-site
Measurement and Analysis. In Proceedings of the 2016 ACM SIGSAC Conference
on Computer and Communications Security. ACM, 1388–1401.

[5] Médéric Hurier, Kevin Allix, Tegawendé F. Bissyandé, Jacques Klein, and Yves Le
Traon. 2016. On the Lack of Consensus in Anti-Virus Decisions: Metrics and
Insights on Building Ground Truths of Android Malware. In Proceedings of the
13th International Conference, 2016, Vol. 9721. Springer, 142–162.

[6] Luca Invernizzi, Kurt Thomas, Alexandros Kapravelos, Oxana Comanescu,
Jean Michel Picod, and Elie Bursztein. 2016. Cloak of Visibility: Detecting When
Machines Browse a Different Web. In IEEE Symposium on Security and Privacy,
2016. IEEE Computer Society, 743–758.

[7] Malwarebytes Labs. 2024. Malvertisers zoom in on cryptocurrencies and initial ac-
cess. Retrieved January 1, 2024 from https://www.malwarebytes.com/blog/threat-
intelligence/2023/12/malvertisers-zoom-in-on-cryptocurrencies-and-initial-
access

[8] Zhou Li, Kehuan Zhang, Yinglian Xie, Fang Yu, and XiaoFeng Wang. 2012. Know-
ing your enemy: understanding and detecting malicious web advertising. In the
ACM Conference on Computer and Communications Security, 2012. ACM, 674–686.

[9] GeoEdge Ltd. 2024. Ad Quality Report Q3 2023. Retrieved January 1, 2024 from
https://www.geoedge.com/q3-2023-ad-quality-report/

[10] Florian Nettersheim, Stephan Arlt, Michael Rademacher, and Florian Dehling.
2023. Katti: An Extensive and Scalable Tool for Website Analyses. In Companion
Proceedings of the ACM Web Conference 2023, WWW 2023. ACM, 217–220.

[11] Peng Peng, Limin Yang, Linhai Song, and GangWang. 2019. Opening the Blackbox
of VirusTotal: Analyzing Online Phishing Scan Engines. In Proceedings of the
Internet Measurement Conference, 2019. ACM, 478–485.

[12] Pi-hole. 2024. Network-wide ad blocking via your own Linux hardware. Retrieved
January 1, 2024 from https://github.com/pi-hole

[13] Victor Le Pochat, Tom van Goethem, Samaneh Tajalizadehkhoob, Maciej Korczyn-
ski, and Wouter Joosen. 2019. Tranco: A Research-Oriented Top Sites Ranking
Hardened Against Manipulation. In 26th Annual Network and Distributed System
Security Symposium, 2019. The Internet Society.

[14] Quad9. 2024. An open DNS recursive service for free security and high privacy.
Retrieved January 1, 2024 from https://www.quad9.net/

[15] Aleieldin Salem, Sebastian Banescu, and Alexander Pretschner. 2021. Maat:
Automatically Analyzing VirusTotal for Accurate Labeling and Effective Malware
Detection. ACM Trans. Priv. Secur. 24, 4 (2021), 25:1–25:35.

[16] VirusTotal. 2024. API v3 Overview. Retrieved January 1, 2024 from https:
//docs.virustotal.com/reference/overview

[17] Jun Wang, Weinan Zhang, and Shuai Yuan. 2016. Display Advertising with Real-
Time Bidding (RTB) and Behavioural Targeting. CoRR abs/1610.03013 (2016).

[18] Apostolis Zarras, Alexandros Kapravelos, Gianluca Stringhini, Thorsten Holz,
Christopher Kruegel, and Giovanni Vigna. 2014. The Dark Alleys of Madison
Avenue: Understanding Malicious Advertisements. In Proceedings of the 2014
Internet Measurement Conference. ACM, 373–380.

3https://github.com/brave/adblock-rust

4

https://docs.umbrella.com/deployment-umbrella/docs/set-up-dns-security
https://docs.umbrella.com/deployment-umbrella/docs/set-up-dns-security
https://developers.cloudflare.com/1.1.1.1/setup/
https://developers.cloudflare.com/1.1.1.1/setup/
https://www.malwarebytes.com/blog/threat-intelligence/2023/12/malvertisers-zoom-in-on-cryptocurrencies-and-initial-access
https://www.malwarebytes.com/blog/threat-intelligence/2023/12/malvertisers-zoom-in-on-cryptocurrencies-and-initial-access
https://www.malwarebytes.com/blog/threat-intelligence/2023/12/malvertisers-zoom-in-on-cryptocurrencies-and-initial-access
https://www.geoedge.com/q3-2023-ad-quality-report/
https://github.com/pi-hole
https://www.quad9.net/
https://docs.virustotal.com/reference/overview
https://docs.virustotal.com/reference/overview

	Abstract
	1 Introduction
	2 Approach
	3 Evaluation and Discussion
	4 Related Work
	5 Conclusion and Future Work
	References

